




41

beneficial working relationships, 
the OIG’s 2008 performance goals 
were as follows:

Effectively and efficiently  •	
 manage OIG human, financial,  
 IT, and physical resources

Ensure quality and efficiency of  •	
 OIG audits, evaluations, investi- 
 gations, and other projects and  
 operations

Encourage individual growth  •	
 and strengthen human capital  
 management and leadership  
 through professional develop- 
 ment and training

Foster good client, stakeholder,  •	
 and staff relationships

Enhance OIG risk management  •	
 activities

A brief listing of OIG activities in 
support of these performance 
goals follows.

independent of the Corporation’s 
planning process, in keeping with 
the independent nature of the 
OIG’s core mission. The Govern-
ment Performance and Results 
Act of 1993 (GPRA) was enacted 
to improve the management, 
effectiveness, and accountability 
of federal programs. GPRA requires 
most federal agencies, including 
the FDIC, to develop a strategic 
plan that broadly defines the 
agency’s mission and vision, an 
annual performance plan that 
translates the vision and goals of 
the strategic plan into measurable 
objectives, and an annual perfor-
mance report that compares actual 
results against planned goals.

The OIG strongly supports GPRA 
and is fully committed to applying 
its principles of strategic planning 
and performance measurement 
and reporting to our operations. 
The OIG’s Business Plan lays the 
basic foundation for establishing 
goals, measuring performance, 
and reporting accomplishments 
consistent with the principles 
and concepts of GPRA. We are 
continuously seeking to better 
integrate risk management 
considerations in all aspects of 
OIG planning—both with respect 
to external and internal work.

To build and sustain a high-quality 
staff, effective operations, OIG 
independence, and mutually 

Summer intern Alan Kolick, College of 
William & Mary

Summer intern Donzell Tate, McDaniel College

Wade Walters, Social Security Administration 
Senior Executive Service candidate
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Effectively and Efficiently Manage OIG Human, Financial, IT, and Physical Resources

1 Developed OIG staffing plan and related priorities in the interest of succession planning and to ensure 
that OIG staff is sufficient to address work challenges ahead.

2 Continued realignment of the OIG investigative resources with FDIC regions, by reassigning OI staff, 
and advertising and filling vacancies.

3 Prepared informational materials outlining needed financial resources for presentation to the FDIC 
Chairman, OMB, and the House and Senate Appropriations Subcommittees in support of the OIG’s FY 
2009 and 2010 budget requests.

4 Carried out an initiative to train all OIG employees and contractors on the use of various encryption 
tools.

5 Increased OIG security awareness by creating links from the OIG’s internal Web site to the FDIC informa-
tion security program and encryption guidance Web sites.

6 Continued a project to upgrade STAR—the OIG’s audit and evaluation tracking system—and an associ-
ated review of how we are using TeamMate as we conduct audits and evaluations in the interest of 
leveraging that technology and ensuring efficiency in our work.

7 Explored opportunities to leverage the resources of OI’s ECU and Office of Audit’s computer lab, staffs, 
equipment, and IT staff in the Office of Management.

8 Continued to partner with DIT to ensure the security of OIG information in the FDIC computer network 
infrastructure.

Ensure Quality and Efficiency of OIG Audits, Evaluations, Investigations, and Other Projects  
and Operations

1 Implemented new OA policies and procedures, including a revised assignment management process 
to better ensure efficiency, effectiveness, and quality of efforts.  

2 Continued to use a contract awarded to a qualified firm to provide audit and evaluation services to 
the OIG to enhance the quality of our work and the breadth of our expertise as we conduct audits and 
evaluations and closely monitored contractor performance. 

3 Continued to maintain and update the OIG’s Dashboard—a project management monitoring, tracking, 
and reporting tool for OIG projects. 

4 Took steps to better monitor costs associated with audits and evaluations in the interest of 
economy and efficiency. Reduced average time and cost of audit and evaluation assignments.

5 Continued use of the OIG’s end-of-assignment feedback forms to provide staff with input on perfor-
mance of individual audit and evaluation assignments and incorporated suggested improvements to 
the form. 

6 Implemented a new IG Feedback form for audit and evaluation assignments that focuses on overall 
assignment quality elements, including time, cost, and value.

7 Updated and revised Office of Evaluations policies and procedures to establish guidance for 
conducting work in accordance with inspection standards promulgated by the PCIE. 

8 Conducted quality control reviews of the OIG’s investigative operations in the Midwest 
region, and of OA’s coverage of laws and regulations in performance audits. 

9 Conducted a peer review of the investigative operations of the Environmental Protection Agency OIG, 
as required by the PCIE.
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Encourage Individual Growth and Strengthen Human Capital Management and Leadership Through 
Professional Development and Training

1 Implemented revised OIG Career Development Plan forms, making them more aligned with OIG 
strategic goals and the training, skills, and experience needed to better achieve those goals. Also inte-
grated OIG training plans into the forms.

2 Expanded use of forensic accountant positions—to allow OIG staff with accounting skills to assist OIG 
investigators in conducting investigations of mortgage fraud and other financial institution fraud cases. 

3 Continued to support members of the OIG attending long-term graduate banking school programs 
sponsored by Stonier, the Southeastern School of Banking at Vanderbilt University, and the Univer-
sity of Wisconsin to enhance OIG staff expertise and knowledge of the banking industry. 

4 Planned for a material loss review training program to better equip OIG staff with skills and expertise 
needed to meet demands of increased material loss review workload. 

5 Participated in FBI-sponsored training in mortgage fraud to help ensure that OIG investigators and 
others involved have the requisite knowledge to investigate the growing number of mortgage fraud 
schemes perpetrated throughout the country.

6 Hosted two summer interns in our Offices of Audits and Investigations. Also hosted a candidate for 
the Social Security Administration’s Senior Executive Service Candidate Development Program.

Foster Good Client, Stakeholder, and Staff Relationships

1 Maintained Congressional working relationships by providing our Semiannual Report to the Congress 
for the 6 month period ending March 31, 2008; communicating with and providing requested materials 
to the cognizant Subcommittees of the Senate and House Committees on Appropriations regarding 
our FY 2009 budget; notifying interested congressional parties regarding the OIG’s completed audit 
and evaluation work; attending or monitoring FDIC-related hearings on issues of concern to various 
oversight committees; coordinating with the Corporation’s Office of Legislative Affairs on issues of 
mutual interest; and providing input to staff on the House Financial Services and Senate Banking 
Committees regarding oversight issues in the Emergency Economic Stabilization Act of 2008.

2 Communicated with the FDIC Chairman, Vice Chairman, Director Curry, and other senior FDIC 
officials through the IG’s regularly scheduled meetings with them and through other forums.

3 Participated in DSC regional meetings to provide general information regarding the OIG and 
OI case studies on bank frauds that are of importance to DSC and the banking industry.

4 Held quarterly meetings with FDIC Directors and other senior officials to keep them apprised of 
ongoing audit and evaluation reviews and results.

5 Kept DSC, DRR, the Legal Division, and other FDIC program offices informed of the status and results 
of our investigative work impacting their respective offices. This was accomplished by notifying FDIC 
program offices of recent actions in OIG cases and providing OI’s quarterly reports to DSC, DRR, the 
Legal Division, and the Chairman’s Office outlining activity and results in our cases involving closed and 
open banks, asset and restitution cases.

6 Participated at FDIC Audit Committee meetings to present the results of significant completed audits 
and evaluations for consideration by Committee members. 

7 Reviewed 10 draft corporate policies on a range of topics. Among the policies we reviewed were those 
related to the following: Enterprise Data Management Program, IT Contingency Planning, Acquisition 
Policy Manual, and Standards of Ethical Conduct.   
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8 Supported the IG community by having the IG serve as Chair of the PCIE Audit Committee and coor-
dinating the activities of that group; attending monthly PCIE meetings and participating in Inspection 
& Evaluation Committee and Council of Counsels to the IGs meetings; loaning staff to the Department 
of the Treasury OIG for material loss review work; providing investigative and counsel resource assis-
tance to the Federal Housing Finance Board; and providing support to the IG community’s investigative 
meetings and training activities.

9 Met regularly with representatives of the OIGs of the federal banking regulators (Board of Governors of 
the Federal Reserve System, Department of the Treasury, National Credit Union Administration, Securi-
ties and Exchange Commission, Farm Credit Administration, Commodity Futures Trading Commission, 
Federal Housing Finance Board, and EX-IM Bank) to discuss audit and investigative matters of mutual 
interest.

10 Continued to hold quarterly meetings of the OIG’s Employee Advisory Group to provide the elected 
staff an opportunity to meet with the IG to discuss issues of OIG-wide interest or concern. 

11 Continued to post and/or update information on the FDIC OIG Internet (www.fdicig.gov) and Intranet 
sites to ensure transparency and stakeholder accessibility to OIG products, including Semiannual 
Reports to the Congress, audit and evaluation reports, and investigation-related press releases.

Enhance OIG Risk Management Activities

1 Continued efforts to carry out and monitor the OIG’s FY 2008 business planning process, including 
holding meetings to assess progress and begin planning for FY 2009. Held a series of internal OIG meet-
ings to identify significant activities and risks within the Corporation and the financial services industry. 

2 Participated regularly at corporate meetings of the National Risk Committee and kept current with the 
FDIC’s Risk Analysis Center presentations to monitor emerging risks at the Corporation and tailor OIG 
work accordingly.

3 Conducted activities in support of the OIG’s 2008 assurance statement to the Chairman under which 
the OIG provides assurance that our office has made a reasonable effort to meet the internal control 
requirements of the Federal Managers’ Financial Integrity Act, OMB A-123, and other key legislation.

4 Identified key hard copy and electronic records that the OIG should maintain in a secure off-site loca-
tion to ensure continuity of operations in the event of an emergency and conveyed those to the site. 

5 Revised OIG Business Continuity Plan to reflect steps for restoring critical OIG business processes. 

6 Issued updated guidance related to the OIG’s readiness to respond in an office emergency situation.



Cumulative Results (2-year period)

Nonmonetary Recommendations

October 2006 - March 2007 35

April 2007 - September 2007 07

October 2007 - March 2008 52

April 2008 - September 2008 24

Products Issued and Investigations Closed

Fines, Restitution, and Monetary Recoveries
Resulting from OIG Investigations   
(in millions)
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Strategic Goals
Performance Goals

Met Substantially 
 Met

Not 
Met Total

Supervision:  Assist the FDIC to Ensure the Nation’s Banks Operate Safely and 
Soundly

1 1 2

Insurance:  Help the FDIC Maintain the Viability of the Insurance Fund 1 1 2

Consumer Protection:  Assist the FDIC to Protect Consumer Rights and Ensure 
Customer Data Security and Privacy

1 1 2

Receivership Management:  Help Ensure that the FDIC is Ready to Resolve Failed 
Banks and Effectively Manages Receiverships

1 1 2

FDIC Resources Management:  Promote Sound Governance and Effective 
Stewardship and Security of Human, Financial, IT, and Physical Resources

2 4 6

OIG Internal Processes:  Build and Sustain a High-Quality OIG Staff, Effective 
Operations, OIG Independence, and Mutually Beneficial Working Relationships

3 2 5

Total 9 10 19

Percentage 47 53 100

Fiscal Year 2008  
Performance Report

This performance report presents an overview of our performance compared to the fiscal year (FY) 2008 annual 
performance goals in our Business Plan. It provides a statistical summary of our qualitative goals as well as a narrative 
summary of performance results by Strategic Goal. It also shows our results in meeting a set of quantitative goals that 
we established for the year. Our complete 2008 Business Plan is available at www.fdicig.gov.

We formulated six strategic goals, as shown in the table below. Each of our strategic goals, which are long-term efforts, 
has annual performance goals and key efforts that represent our initiatives in FY 2008 toward accomplishing the 
strategic goal. The table reflects the number of performance goals that were Met, Substantially Met, or Not Met. This 
determination was made through ongoing discussions at the OIG Executive level and a qualitative assessment as to the 
impact and value of the audit, evaluation, investigation, and other work of the OIG supporting these goals throughout 
the year.

As shown in the table, we met or substantially met all of our performance goals in FY 2008. A discussion of our success 
in each of the goals follows the table.

Fiscal Year 2008 Annual Performance Goal Accomplishment
(Number of Goals)
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Strategic Goal 1 - Supervision:  Assist the FDIC to Ensure 
the Nation’s Banks Operate Safely and Soundly
Our work in helping to ensure that the nation’s banks operate safely 
and soundly took the form of audits, investigations, evaluations, 
and extensive communication and coordination with FDIC divisions 
and offices, law enforcement agencies, other financial regulatory 
OIGs, and banking industry officials. During the past FY, we issued a 
report on the implementation of the FDIC’s supervisory guidance for 
nontraditional mortgage products, focusing on the FDIC’s response 
to worsening conditions in the mortgage industry and looking at the 
relatively small number of FDIC-supervised institutions with significant 
involvement in such products. We also completed audits of the FDIC’s 
consideration of commercial real-estate concentration risk in FDIC-
supervised institutions, the FDIC’s examination assessment of interest 
rate risk and liquidity risk, and its controls over the CAMELS rating 
review process. Another of our audits reviewed the FDIC’s implementa-
tion of the USA PATRIOT Act, noting that comprehensive examination 
procedures are in place to evaluate institution compliance with the 
anti-money laundering and terrorist financing provisions of the Act.  

With respect to investigative work, as a result of cooperative efforts with 
U.S. Attorneys throughout the country, numerous individuals were pros-
ecuted for financial institution fraud, and we achieved successful results in 
combating a number of mortgage fraud schemes. In total, during the past 
performance year, we reported 123 indictments/informations; 103 convic-
tions; and fines, restitution, and monetary recoveries of $440 million. 
Noteworthy results include the stiff sentencings of multiple subjects for 
mortgage fraud. To illustrate, a Dallas businessman was sentenced to 262 
months of incarceration and ordered to pay restitution of $2 million. In 
another case, an Illinois businessman and his associate were sentenced 
to 235 months and 97 months, respectively, for their role in an $8 million 
real estate land flip scheme. Another purported real estate investor was 
sentenced to 11 years in prison and ordered to pay $1.4 million to victim 
banks and mortgage lenders. In another case involving bank fraud, the 
former president and chief executive officer of Farmers Deposit Bank, 
Eminence, Kentucky, was sentenced to 36 months of incarceration and 
ordered to pay restitution of more than $13 million to the bank. Another of 
our investigations led to the sentencing of the former president and loan 
officer of the Bank of Paxton to 60 months of incarceration, and he was 
similarly ordered to pay restitution of $4.9 million to the bank. A former 
loan customer, who was also a principal figure in the music industry, was 
sentenced to 25 years in prison, to be followed by 3 years of probation 
for his role in a massive bank fraud involving 10 financial institutions. 
He was ordered to pay a total of more than $310 million in restitution.

The Office of Investigations also continued its close coordination and 
outreach with the Division of Supervision and Consumer Protection 
(DSC), the Division of Resolutions and Receiverships, and the Legal Divi-
sion by way of attending quarterly meetings, regional training forums, 
and regularly scheduled meetings with DSC and the Legal Division to 
review Suspicious Activity Reports and identify cases of mutual interest.   
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Strategic Goal 2 - Insurance:  Help the FDIC Maintain the 
Viability of the Insurance Fund
We conducted audit work related to the FDIC’s receipt and assessment 
of savings association subsidiary notices, at the request of staff from 
the U.S. Senate Committee on Banking, Housing and Urban Affairs. We 
reported that the FDIC had developed an adequate control process 
for reviewing the subsidiary notices that it received from institutions. 
At the end of the reporting period, ongoing work in this goal area 
included an audit of the Corporation’s off-site monitoring activities 
for insurance risk and an audit of the FDIC’s investment management 
practices related to the Deposit Insurance Fund, the results of which 
will be included in an upcoming semiannual report. The OIG’s ongoing 
work in conducting material loss reviews of failed institutions (of which 
four were on-going as of the end of the reporting period) also serves 
to help maintain the viability of the fund, as we seek to determine the 
causes of failure and make recommendations to prevent future losses.  

Similarly, OIG investigations have supported this goal in that inves-
tigations often lead to successful prosecutions of fraud in finan-
cial institutions and/or fraud that can cause losses to the fund.

Strategic Goal 3 - Consumer Protection:  Assist the FDIC 
to Protect Consumer Rights and Ensure Customer Data 
Security and Privacy
Audits and investigations contributed to the FDIC’s protection of consumers 
in several ways. We completed our audit of examination procedures for 
assessing controls to protect customer and consumer information at 
multi-regional data processing servicers. In that report we made recom-
mendations to better ensure examination procedures at technology 
service providers are commensurate with the risk of unauthorized 
access to customer and consumer information and applied consistently 
across FDIC regions. At the end of the reporting period, we had several 
assignments ongoing or planned in support of this goal, including an 
audit of consumer credit underwriting practices in community banks. 
At the Chairman’s request, our evaluations group is also conducting 
work in the area of enforcement actions for compliance violations.

From an investigative standpoint, as a result of an ongoing investigation, 
two securities sales representatives pleaded guilty to a fraud scheme where 
they misled elderly investors into believing that their funds were invested 
in FDIC-insured certificates of deposit when, in fact, they were not. Addi-
tionally, the former owner of the securities firm pleaded guilty to securities 
fraud for his role in the marketing scheme. The OIG’s Electronic Crimes Unit 
(ECU) was also successful in working to deactivate a total of 51 fraudu-
lent email accounts involving false claims of FDIC insurance or affiliation. 
The ECU responded to Internet-based schemes where the FDIC and OIG 
Web sites were misused to entice consumers to divulge personal informa-
tion and successfully shut down two Web sites used for such purposes.    
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Strategic Goal 4 - Receivership Management:  Help Ensure 
that the FDIC is Ready to Resolve Failed Banks and  
Effectively Manages Receiverships
At FDIC management’s request, we completed an evaluation assign-
ment related to the FDIC’s Claims Administration System, a development 
effort to automate the handling of deposit insurance determination 
functions and the processing and payment of claims associated with 
failed financial institutions. We made four suggestions to manage-
ment as a result. We also conducted an evaluation of the Corpora-
tion’s contingency planning for large-scale resolution activity, and 
communicated our observations to FDIC senior management officials. 
We continued to monitor the FDIC’s Strategic Readiness Project. With 
the failure of IndyMac in July 2008, we also performed a high-level 
controls review of the IndyMac conservatorship. Other work in support 
of the goal included an audit of internal control in the FDIC’s receiver-
ship accounting process and an audit of protection of resolution and 
receivership data managed or maintained by FDIC contractors. 

We continued to pursue concealment of assets investigations related to 
the more than $1.7 billion in criminal restitution that the FDIC is owed. In 
connection with one such investigation, during the performance reporting 
period, a debtor who had previously claimed he could not pay was 
ordered to make a restitution payment of more than $400,000 to the FDIC.  

Strategic Goal 5 - Resources Management:  Promote 
Sound Governance and Effective Stewardship and  
Security of Human, Financial, IT, and Physical Resources
The OIG devoted substantial resources to this goal area during the 
FY, resulting in a variety of issues addressed. Of note with respect to 
this strategic goal, we issued the results of our review of the Corpora-
tion’s enterprise risk management program, making seven recom-
mendations and two suggestions for enhancements. At the Chairman’s 
request, we also assessed the integrity of the FDIC’s information tech-
nology (IT) procurement activity and the FDIC’s governance framework 
related to the selection, management, and evaluation of IT projects 
and made recommendations for enhancements in both areas. We 
later conducted follow-on work on options for independent review 
of IT project data at key decision points in the selection and control 
phases of the IT governance process. We performed a related audit to 
assess the FDIC’s contract oversight management of its $357 million 
IT infrastructure services contract and support for payments made by 
the FDIC under the contract, making recommendations in that report 
to strengthen governance and promote transparency and commu-
nication throughout the infrastructure services contract program.

We issued several other audit and evaluation reports in this goal area 
and made suggestions to improve the quality and reliability of the 
Corporation’s telework participation data and further enhance secu-
rity of data used when teleworking; strengthen controls over the 
headquarters and Dallas transit subsidy programs; enhance features 
of the Corporation’s IT disaster recovery program and related security 
controls; enhance controls for the continuous replacement and disposal 
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process for laptop computers; and implement steps to improve the 
FDIC’s energy management practices. We performed an audit of the 
Corporation’s controls over contractor payments for relocation services 
and another audit of controls over background checks of child care 
provider personnel. In the IT area, we also audited the reliability of 
information accessed through the Virtual Supervisory Information on 
the Net system. We engaged KPMG, LLP to audit the FDIC’s informa-
tion security program, pursuant to the Federal Information Security 
Management Act of 2002 (FISMA). In another audit that fed into our 
FISMA work, KPMG audited the FDIC’s controls over the confidenti-
ality of sensitive email communications and made recommendations 
to strengthen those controls. Additionally, we audited controls over 
contract invoice approval, payment, and posting to the general ledger.  

We also promoted integrity in FDIC internal operations through ongoing 
OIG Hotline referrals and coordination with FDIC management.  

Strategic Goal 6 - OIG Internal Processes:  Build and 
Sustain a High-Quality OIG Staff, Effective Operations,  
OIG Independence, and Mutually Beneficial Working  
Relationships 
To ensure effective and efficient management of OIG resources, among 
other activities, we continued realignment of the OIG investigative 
resources with FDIC regions, by reassigning Office of Investigations 
staff, advertising, and filling vacancies. We also conducted Virtual Work-
force training for all OIG staff to foster an office-wide understanding of 
issues related to implementing and carrying out a successful telework 
program. Further, we conducted a project to upgrade the OIG’s audit 
and evaluation tracking system and undertook an associated review of 
how we are using TeamMate as we conduct audits and evaluations to 
better leverage that technology and ensure efficiency in our work.

In the interest of ensuring quality and efficiency in our work and opera-
tions, we revised the Office of Audits Policy and Procedures Manual to 
address changes in the performance audit standards and process changes 
deemed advisable as a result of an internal assignment management 
review and external peer review results. We also awarded a contract to 
a qualified firm to provide audit and evaluation services to the OIG to 
enhance the quality of our work and the breadth of our expertise. We 
took steps to better track and contain costs associated with audits and 
evaluations in the interest of economy and efficiency. We continued 
use of the OIG’s end-of-assignment feedback forms to provide staff 
with input on performance of individual audit and evaluation assign-
ments and incorporated suggested improvements to the form. We also 
implemented a new IG feedback form for audit and evaluation assign-
ments that focuses on overall assignment quality elements, including 
time, cost, and value. With respect to our investigative operations, 
we conducted quality control reviews of the OIG’s Hotline program, 
headquarters offices, and the Southwest and Midwest regions. 
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We encouraged individual growth through professional develop-
ment by way of initiatives such as revising career development plans 
to better align them with OIG goals and integrating training plans 
for OIG staff in the career development plans, continuing the OIG 
mentoring program, advertising multiple expressions of interest for 
forensic accountants to assist investigators in conducting financial 
institution fraud cases, offering opportunities for OIG staff to attend 
graduate schools of banking, and sponsoring two interns and a 
senior executive service candidate from another federal agency.

Our office continued to foster positive stakeholder relationships by way 
of IG and other OIG executive meetings with senior FDIC executives; 
presentations at Audit Committee meetings; congressional interaction; 
coordination with financial regulatory OIGs, other members of the IG 
community, other law enforcement officials, and the U.S. Government 
Accountability Office (GAO). The IG assumed the role of Chair of the Audit 
Committee of the President’s Council on Integrity and Efficiency, and 
in that capacity is a leader in the federal audit community. Members of 
the OIG Employee Advisory Group held quarterly meetings with the IG, 
the OIG participated in corporate diversity events, and we maintained 
and updated the OIG Web site to provide easily accessible information 
to stakeholders interested in our office and the results of our work.

In the area of enhancing OIG risk management activities, we continued 
efforts to carry out and monitor the OIG’s FY 2008 business planning 
process, including holding meetings to assess progress, and planned 
for FY 2009, including meeting internally and externally to discuss 
significant activities and risks within the Corporation and the financial 
services industry, with particular attention to the unparalleled events in 
the economy and financial services sector over the past several months. 
We also participated regularly at corporate meetings of the National 
Risk Committee to monitor emerging risks at the Corporation and tailor 
OIG work accordingly. In accordance with the Reports Consolidation 
Act of 2000, we assessed the most significant management and perfor-
mance challenges facing the FDIC, and provided this assessment to 
FDIC management for inclusion in the Corporation’s performance and 
accountability report. We submitted the OIG’s 2007 Assurance State-
ment to the FDIC Chairman, in accordance with the annual require-
ment under which the OIG provides assurance that the OIG has made 
a reasonable effort to meet the internal control requirements of the 
Federal Managers’ Financial Integrity Act, OMB A-123, and other key 
legislation. We also prepared for our 2008 statement. At GAO’s request, 
we provided the OIG’s perspectives related to internal fraud risk at the 
FDIC in connection with GAO’s responsibility under Statement of Auditing 
Standards No. 99, Consideration of Fraud in Financial Statement Audits.  

From an internal OIG perspective, we focused much attention on emer-
gency preparedness, contingency planning, and continuity of operations 
to ensure OIG employee safety and to mitigate risks posed by any threats 
to our people and our mission.
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Quantitative Performance Measures 2008

Performance Measure FY 2008 
Target

FY 2008 
Actual Status

Financial Benefit Returna 100% 2078% Met

Other Benefitsb 100% 100% Met

Past Recommendations Implementedc 95% 99% Met

Audit Reports Issued 20 20 Met

Evaluation Reports Issued 10 10 Met

Audit Assignments Completed Within 30 days of Established Final Report 
Milestone 90% 94% Met

Evaluation Assignments Completed Within 30 days of Established Final 
Report Milestone 90% 70% Not Met

Audit Assignments Completed Within 15 Percent of Established Budget 90% 88% Substantially Met

Evaluation Assignments Completed Within 15 Percent of Established 
Budget 90% 80% Substantially Met

Investigation Actionsd 120 409 Met

Closed Investigations Resulting in Reports to Management, Convictions, 
Civil Actions, or Administrative Actions 80% 85% Met

Investigations Accepted for Prosecution Resulting in Convictions, Pleas, 
and/or Settlements 70% 67% Substantially Met

Investigations Referred for Prosecution or Closed Within 6 Months of 
Opening Case 85% 93% Met

Closing Reports Issued to Management within 30 days of Completion of 
all Judicial Actions 100% 100% Met

a Includes all financial benefits, including audit-related questioned costs; recommendations for better use of funds; and investigative fines, restitution, settlements,  
 and other monetary recoveries divided by OIG’s total fiscal year budget obligations.
b Benefits to the FDIC that cannot be estimated in dollar terms which result in improved services; statutes, regulations, or policies; or business operations and  
 occurring as a result of work that the OIG has completed over the past several years. Includes outcomes from implementation of OIG audit/evaluation  
 recommendations.
c Fiscal year 2006 recommendations implemented by fiscal year-end 2008.
d Indictments, convictions, informations, arrests, pre-trial diversions, criminal non-monetary sentencings, monetary actions, employee actions, and other  
 administrative actions.
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Reporting Requirements
 Index of Reporting Requirements - Inspector General Act  
 of 1978, as amended

Reporting Requirements Page

Section 4(a)(2):  Review of legislation and regulations 54

Section 5(a)(1):  Significant problems, abuses, and deficiencies 9-39

Section 5(a)(2):  Recommendations with respect to significant problems, abuses, and deficiencies 9-39

Section 5(a)(3):  Recommendations described in previous semiannual reports on which corrective 
action has not been completed

54

Section 5(a)(4):  Matters referred to prosecutive authorities 8

Section 5(a)(5) and 6(b)(2):  Summary of instances where requested information was refused 58

Section 5(a)(6):  Listing of audit reports 56

Section 5(a)(7):  Summary of particularly significant reports 9-39

Section 5(a)(8):  Statistical table showing the total number of audit reports and the total dollar value 
of questioned costs

57

Section 5(a)(9):  Statistical table showing the total number of audit reports and the total dollar value 
of recommendations that funds be put to better use

58

Section 5(a)(10):  Audit recommendations more than 6 months old for which no management  
decision has been made

58

Section 5(a)(11):  Significant revised management decisions during the current reporting period 58

Section 5(a)(12):  Significant management decisions with which the OIG disagreed 58
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Review of Legislation and Regulations
It is the responsibility of the OIG Office of Counsel to review, pursuant to 
Section 5(a) of the Inspector General Act, pending and enacted legislation and 
regulations relating to programs and operations of the FDIC. In this regard, 
Counsel’s Office has been following the status of various bills relating to the 
changing landscape of the financial industry as well as legislation pertaining 
to the Inspector General community at large. Our review of the Emergency 
Economic Stabilization Act of 2008; the Housing Reform Act legislation; H.R. 
6639, the Federal Agency Performance Review and Efficiency Act; and H.R. 
928, the Inspector General Reform Act, has continued throughout the semi-
annual period.  In conjunction with the PCIE, Counsel’s Office monitored 
S.789 and H.R. 1395, the Government Credit Card Abuse Prevention Act of 
2008, and S. 3474, the FISMA Act of 2008, and coordinated comments with 
other Inspector General offices. Additionally, Counsel’s Office developed, and 
submitted to Congress, statutory language that ultimately became Section 
126 of the Emergency Economic Stabilization Act, prohibiting misuse of the 
FDIC name or symbol or misrepresentation as to FDIC-insured status. 

Table I. Significant Recommendations from Previous  
Semiannual Reports on Which Corrective Actions Have Not 
Been Completed  
This table shows the corrective actions management has agreed to implement 
but has not completed, along with associated monetary amounts. In some 
cases, these corrective actions are different from the initial recommendations 
made in the audit reports. However, the OIG has agreed that the planned 
actions meet the intent of the initial recommendations. The information in this 
table is based on (1) information supplied by FDIC’s Office of Enterprise Risk 
Management (OERM) and (2) the OIG’s determination of closed recommenda-
tions for reports issued after March 31, 2002. These two recommendations 
from two reports involve improvements in operations and programs. OERM 
has categorized the status of these recommendations as follows: Management 
Action in Process. 

Information Required by the 
Inspector General Act of 1978, 
as Amended
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Table I (continued):  Significant Recommendations from Previous Semiannual Reports on Which 
Corrective Actions Have Not Been Completed

Report Number, Title & Date
Significant 
Recommendation 
Number

Brief Summary of Planned Corrective 
Actions and Associated Monetary 
Amounts

Management Action In Process

06-025 
Controls for Monitoring Access to  
Sensitive Information Processed by  
FDIC Applications 
September 29, 2006

3t Develop a written plan that defines a 
risk-based, enterprise-wide approach 
to audit logging and monitoring for the 
FDIC’s portfolio of information systems. 

AUD-08-003 
FDIC’s Implementation of the  
USA PATRIOT Act 
November 30, 2007

1n Clarify guidance to examiners on 
the identification and reporting of 
apparent customer identification 
program (CIP) violations, including 
the consideration of supplemental 
procedures and forms and whether 
transaction testing is a necessary basis 
for citing apparent CIP deficiencies.

t The OIG has received some information but has requested additional information to evaluate management’s actions in response  
 to the recommendation.
n The OIG is reviewing management’s actions in response to the recommendation.
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Table II:  Audit Reports Issued by Subject Area

Audit Report Questioned Costs Funds Put to 
Better UseNumber and Date Title Total Unsupported

Supervision

AUD-08-011 
July 7, 2008

DSC’s Examination Assessment 
of Interest Rate Risk

AUD-08-012 
July 30 , 2008

FDIC’s Examination of Liquidity 
Risk 

AUD-08-014 
August 12, 2008

FDIC’s Controls Over the CAMELS 
Rating Review Process

Receivership Management

AUD-08-015 
September 2, 2008

Protection of Resolution and 
Receivership Data Managed 
or Maintained by an FDIC 
Contractor

AUD-08-018 
September 23, 2008

FDIC’s Receivership Service 
Billing Process

Resources Management

AUD-08-010 
July 2, 2008

Controls Over Background 
Checks of Child Care Provider 
Personnel 

AUD-08-013 
August 12, 2008

Controls for Protecting the 
Confidentiality of Sensitive Email 
Communications

AUD-08-016 
September 17, 2008

Controls Over Contractor 
Payments for Relocation Services 

AUD-08-017 
September 22, 2008

FDIC’s Controls Over Contractor 
Invoice Approval, Payment, and 
Posting to the General Ledger

AUD-08-019 
September 25, 2008

Reliability of Supervisory Infor-
mation Accessed Through the 
Virtual Supervisory Information 
on the Net (ViSION) System

AUD-08-020 
September 26, 2008

Independent Evaluation of the 
FDIC’s Information Security 
Program - 2008

Totals for the Period $0 $0 $0
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Table III:  Evaluation Reports and Memoranda Issued 

Evaluation Reports and Memoranda Questioned Costs Funds Put 
to Better 

UseNumber and Date Title Total Unsupported

EVAL-08-005 
September 24, 2008

Energy Efficiency of the 
FDIC’s Virginia Square Facility 
and Information Technology 
Data Center

EM-08-003 
June 18, 2008

Opportunities for Indepen-
dent Review of Information 
Technology Projects

EM-08-004 
August 1, 2008

Contingency Planning for 
Large-Scale Resolution 
Activity

N/A 
September 23, 2008

Memorandum:  High-Level 
Controls Review at IndyMac 
Federal Bank, FSB Conserva-
torship

Totals for the Period $0 $0 $0

Table IV:  Audit Reports Issued with Questioned Costs

                                                                                           Number 
Questioned Costs

Total Unsupported

A.  For which no management decision has been  
 made by the commencement of the reporting  
 period.

0 0 0

B.  Which were issued during the reporting period. 0 0 0

Subtotals of A & B 0 0 0

C.  For which a management decision was made  
 during the reporting period.

0 0 0

 (i) dollar value of disallowed costs. 0 0 0

 (ii) dollar value of costs not disallowed. 0 0 0

D.  For which no management decision has been  
 made by the end of the reporting period.

0 0 0

 Reports for which no management decision  
 was made within 6 months of issuance.

0 0 0
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Table V:  Audit Reports Issued with Recommendations for Better Use of Funds

Number Dollar Value

A.  For which no management decision has been made by the  
 commencement of the reporting period. 

0 0

B.  Which were issued during the reporting period. 0 0

Subtotals of A & B 0 0

C.  For which a management decision was made during the reporting  
 period. 

0 0

 (i)  dollar value of recommendations that were agreed to by  
  management. 

0 0

  - based on proposed management action. 0 0

  - based on proposed legislative action. 0 0

 (ii)  dollar value of recommendations that were not agreed to by  
  management. 

0 0

D.  For which no management decision has been made by the end of the  
 reporting period. 

0 0

 Reports for which no management decision was made within 6 months  
 of issuance. 

0 0

Table VI:   Status of OIG Recommendations Without Management Decisions
During this reporting period, there were no recommendations more than 6 months old without management 
decisions.

Table VII:   Significant Revised Management Decisions
During this reporting period, there were no significant revised management decisions.

Table VIII:   Significant Management Decisions with Which the OIG Disagreed
During this reporting period, there were no significant management decisions with which the OIG disagreed.

Table IX:  Instances Where Information Was Refused
During this reporting period, there were no instances where information was refused.
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Congratulations and  
Farewell 
 
 President’s Council on Integrity and  
 Efficiency Awards

Three OIG teams, representing the Office of Audits, Office of Investigations, and Office of 
Evaluations, received PCIE Awards for Excellence at the PCIE Annual Awards Ceremony on 
October 21, 2008.  

Award for Excellence:  Audit 
In recognition of excellence in auditing 
the FDIC’s controls over a $357 million 
infrastructure services contract

Duane H. Rosenberg, Senior 
Audit Specialist 

Jill Benham, Auditor 

Judith H. Hoyle, Information Technology 
Auditor-in-Charge 

Lien K. Nguyen, Information Technology 
Specialist 

Mark F. Mulholland, Deputy AIG for Audits

Rhoda L. Allen, Audit Specialist 

Rhonda Bunte, Audit Specialist 

The audit team employed a number of 
innovative audit techniques to identify key 
areas of risk in an interagency IT infrastruc-
ture services contract, defined and assessed 
the contract’s governance structure and 
key controls, engaged other Federal 
auditors to examine selected invoices 
submitted by the main contractor and 
two of its subcontractors that significantly 
enhanced audit efficiency, and employed 
a very effective reporting format for 
presentation to the FDIC’s Chairman, Audit 
Committee, and Chief Information Officer.

Award for Excellence:   
Investigation
In recognition of outstanding efforts in the 
investigation of the failure of the Oakwood 
Deposit Bank Company, Oakwood, Ohio 

Brian D. Fearn, Special Agent, IRS CID, Cleveland 
Field Office 

Jason E. Tarnowski, Chief Enforcement Examiner, 
Federal Reserve Bank, Cleveland

Jeffrey M. Paul, Special Agent, IRS CID, Cleveland 
Field Office

Jennifer R. Taylor, U.S. Department of Justice Trial 
Attorney, Criminal Division, Washington, D.C. 

John T. Crawford, Special Agent, FDIC 
OIG Investigations--Eastern Region 

Thomas J. Bailey, Special Agent, 
FBI, Cleveland Division 

Thomas A. Karol, Assistant United 
States Attorney, Northern District 
of Ohio, Western Division 

William E. Day, III, Assistant United 
States Attorney, District of South 
Carolina, Florence Division

This investigation involved the coor-
dination of multiple federal agencies 
investigating three related multi-million 
dollar frauds with plea and trial prosecutions 
of five subjects in the Northern District of Ohio 
and the District of South Carolina. Ultimately 
the five subjects were sentenced to a total of 
over 40 years in prison and ordered restitution 
in the amount of over $106 million. The group’s 
relentless dedication and teamwork in pursuing 
this matter resulted in bringing justice to those 
responsible for the failure of Oakwood Deposit 
Bank Company, a 99-year-old bank, and added 
strength to the nation’s banking system through 
the improvement of the examination process.  

Mark Mulholland, Duane Rosenberg, Rhoda Allen, 
Rhonda Bunte, IG Jon Rymer, Judith Hoyle, Lien 
Nguyen, Rus Rau (not pictured, Jill Benham)

Matt Alessandrino, John Crawford, IG Jon 
Rymer,  and Jason Tarnowski
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Theresa Fewell retired after more than 25 
years of federal service. She 
began her career at the 
Department of Agriculture 
OIG in 1983 and moved 
on to the FDIC OIG in May 
1990, where she served 
in Counsel’s Office for 
18 years until her retire-
ment. Theresa provided 
invaluable administrative 
support to FDIC OIG Counsel throughout 
her tenure. She was instrumental in main-
taining Counsel’s records, establishing 
Counsel’s subpoena system, and devel-
oping its Workflow system. She also served 
as timekeeper for a number of component 
offices in the OIG. When the IG or Deputy IG 
needed additional administrative support, 
Theresa stepped up to help. She also 
coordinated with individuals throughout 
the Corporation on behalf of the OIG on 
countless administrative matters and 
willingly volunteered to assist with office 
projects and activities such as the semian-
nual report distribution, diversity events, 
the Combined Federal Campaign, and 
office-wide meetings and conferences.  

Sara Gibson retired after nearly 30 years 
of federal service. Her 
career began in 1977 
at the Department of 
the Treasury, where she 
held temporary student 
appointments with 
the Bureau of the Mint, 
served in various admin-
istrative positions at 
the Office of the Comp-
troller of the Currency, and later became an 
inspector in the Department of the Trea-
sury’s OIG. She then spent nearly 4 years 
at the General Accounting Office (now 
the Government Accountability Office) as 
a criminal investigator and transferred to 
the Resolution Trust Corporation (RTC) in 
September 1990 as a senior criminal inves-
tigator. At the RTC’s sunset, Sara was reas-
signed to the FDIC OIG as a senior criminal 
investigator. She later served as the FDIC’s 
Deputy Assistant Inspector General for 
Investigations and was Assistant Inspector 
General for Investigations at the time of her 
retirement. 

Sara was instrumental in building and culti-
vating positive and constructive working 
relationships with FDIC senior manage-
ment, her FDIC OIG colleagues, others in 
the IG community, and fellow law enforce-
ment professionals. Largely as a result 
of Sara’s tireless efforts and outstanding 
leadership, the FDIC OIG is now a preemi-
nent law enforcement organization and 
a leader in combating financial institu-
tion fraud and other criminal activity. 

Award for Excellence:  
Evaluation
In recognition of excellence in 
evaluating a critical FDIC insurance 
determination system

Edward M. Gentry, Deputy 
AIG for Evaluations

Margaret B. Wolf, Auditor-in-
Charge, Office of Evaluations 

Robert L. Wellons, Audit 
Specialist, Office of Audits 

The team’s work had a strong and 
immediate impact on the Claims 
Administration System project’s 
development. In response to the 
team’s report, the FDIC made 
changes to the leadership and 
composition of the project team, 
refocused the project on critical 
functionality needed for insurance 
determinations, and re-evaluated 
an in-house model under consid-
eration. As a result of these 
corrective actions, the FDIC has 
put in place a contingency model 
and processes that will enable 
the Corporation to accomplish 
large or multiple bank insurance 
determinations that otherwise 
may not have been possible. 
This capability, established in 
large part because of the excel-
lent work done by the evaluation 
team, is crucial in light of the 
turmoil in the current economic 
environment and the volatile 
state of the banking industry.  

Edward M. Gentry, Robert L. Wellons, IG Jon Rymer, Steve 
Beard, and Margaret Wolf

Retirements
The OIG congratulates two former members of the office who retired after distinguished 
federal careers. 
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